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From our website www.lakeridge.bank
locate the Account Login and select Business
Banking.

ACCOUNT LOGIN v

Online Account Access

Online Access

Online Access

Personal Banking

Business Banking

Wealth Management
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Online Account Access

Business Banking

USERNAME

PASSWORD

Forgot Business Banking Password |

Demo

Enter your Business Online Banking Credentials (User ID &
Temporary Password).




Change password

ed people from logging into online banking Changing it

eriodically keeps your accounts

Your password helps prevent unal

secure,

Complete the following to change your password

Your new password must include:
Between 9 and 17 characters
Al least 1 number

At least 1uppercase letter

AT least 1 lowercase letter

L I ]

AT least 1 special character

New password * |
Confirm new password *

* indicates required field

ontinue

Enter a new Password and click Continue.




You will be
prompted to
setup Multifactor
Authentication
(MFA) security
guestions. After

security questions
are established,
you will be
prompted to
activate your soft
token.

Set up challenge questions

First challenge question *
First answer *
Second challenge question *

Second answer *




Verify your email address.

Verify email

Email address on record: depositops@sbcp.bank.
*This email address is only for login authentication. Upadating it will not change email addresses used for other components.

Click Continue to keep the same email address or click Change email 1o update it

Change email




Using your mobile
device enter
‘DIGIPASS for
Business Banking
in the search field
of your
smartphone’s app
store. Download

4

and open the app.

Go back to your
computer and
click Begin
Activation.

DIGIPASS for

Business Banking

OPEN

What's New

New in this version: Support for i0S 13.

Google App

DIGIPASS for

Business Banking
Fiserv Pvt. Ltd.

3.0 % 10K+ L 3
45 reviews @ Downloads Everyone @

Install
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About this app >

Security app by Fiserv & Vasco




Activate token

Tokens help to prevent unauthorized people from logging into online banking or doing things like making payments by generating a
code that must be entered into online banking along with a personal identification number (PIN) that you will define

To activate your token, you will need the app on your device. Download and open the app, then click Begin activation below.

Detailed instructions on downloading and starting the app are available.

Begin activation

To start token activation user will click Begin Activation.




Activation

@; Begin activation

On your
ohone, tap
Begin
Activation in
the app.




The app uses your
smartphone’s camera to scan
the secure, multi-colored
CRONTO image, displayed on
your computer’s Activate Token
screen. The app will decode the
image and display your device
code.

Use the app on your device to scan the image below and enter the device code displayed.

Fill out the Activate Token form S s
on your computer screen:

Device nickname *

Enter the Device Code as Createa PN
displayed in the app.

Security question *

Add a Nickname for your
device.

Security answer *

* Indicates required field

Enter a 4-digit PIN that you
will remember. (You’ll use
this PIN each time you use
the token.)

Create a Security Question
and add the Answer.

Click CONTINUE.




Another

CRONTO image

will appear on
the computer

screen. Using

your phone and

the soft token —
app, tap the [

Device nickname *

Scan Image
button to
decode the
CRONTO image.




Applicatons

‘?'.‘H One-Time Password

f?g Digital Signature

B

G Add another token

d Remove a token

One-Time Password

One-Time Password:

e sssss) 61577601

Site verification code:

3802

Serial number:;

FD04426512

Remaining time.
BRI
BRARRARANA

From the apB main
menu, click One-

Time Password and
enter in the 8-digit
password in your
online password
filed alon’% with your
4-digit PIN.

*The Site Verification 4-
digit code will used on the
next screen. This is not to
be entered in the
Password field.




Click
COMPLETE
ACTIVATION
on computer
screen.

If you have a phone

that allows biometric
protection, choose
‘YES’ to enable
fingerprint security
for opening the app.
Select ‘NO’ if you

want to skip this step.

(You’ll be able to
enable this later, if
you choose.)

Site verification will display and should match.

Site verification

If you're verification code does not match, try logg

‘ VERIFIED | l RETURN TO LC




Completing Security
Challenge using your
DIGIPASS Soft Token

If you are required to
complete a Security
Challenge to approve or
initiate transactions such as
ACH or Wire Transfers, you
will be asked to provide a
Digital Signature to complete
the challenge.

Open the DIGIPASS for
Business Banking app
and choose Digital
Signature.

Scan the CRONTO image
displayed on the screen.

%‘; Digital Signature

Applications {3}

’rx One-Time Password

’_,; Add another token

’,; Remove a token




The app will display a
review page; if
transaction details match
the values you
submitted, click Ok.

The app will display a 10-
digit code; enter the
code in the Digital
Signature box on your
computer screen.

Click Complete
Challenge.

Enter the 10-digit Digital
Signature followed by
your 4-digit PIN.

Select Complete.

* If you are unable to scan
the image with your mobile
device, you can select the
‘Can’t scan the image?’ link
instead.

Security challenge

A digital signature security challenge is required to complete this transaction

Digital signature instructions

Device nickname

RT number

Amount

Account

Digital signature *

1.00

Show v

{ Cancel Digital Signature

RT number
Amount 1.00
Account s =eoamm

| Review the transaction details. If the
transaction above does not match the

| values you submitted, cancel and

| contact your financial institution for

| help. i the transaction matches the

3248418089

SHOW

* Indicates required field

—

Can't scan the image?




To use the Can’t scan
image? option, open the
DIGIPASS soft token app
on your mobile device
and choose One-Time T
Password instead of e NG Snehes
Digital Signature.

Applications

}‘ One-Time Password

{ Back  One-Time Password

One-Time Password:

Security challenge 03906074

The app will display a 10-
digit code; enter the
code in the One-time
Password box on your
computer screen Device nickname Soral runbe

A one-time password security challenge is required o compieie this transaction. /
Site verification code;

One-time password instructions 8637

fO”OWEd by the 4'digit One-time password *
PIN.

I | SHOW e ]

* Indicates required field

Complete challenge

Click Complete
Challenge.




